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Description for the Customer

eventpush.addr

tpush.sms_text

eventpush.sms_ignore

tpush.sms lost text

eventpush.sms_return_text

ei clientuser

ei_client.pass

ei_client.addr

ei_client.auth_mode

Event push address

Phone nr. Or IP address

Destination IP address of alarm push (SMS/FTP/TCP/UDP)

Add the notification phone number or IP addresss to the Event push address field in international
format.

AMM (IEC)/Transp. Mode

Event push SMS text Input changed text In case of Input change event, the ext | Add the notification text for input signal change detection event.
Event push notificati dir ill be d, ty d until the declared
Event push SMS ignore until [sec] - seconds \r:llz’r‘v:\us notification sending will be ignorec /pas poned untl the declare Event push notification sending will be ignored/postponed until the declared interval
LastGASP lost SMS tification Power lost text In case of power outage (power loss) event. the SM: Add text for occured power loss detection event.
LastGASP return SMS text notification Power return text In case of release of power outage (end of power loss) event, the SMS a\am\ Add the alarm notification text for occured power return detection event.
notification text
5 mumbes 1 v ol chnts wemametor Paies
€l client password - password El address password Define the El client's password for the username of the connection IP address
asies : asies A v Padres (et P Fereyouca dfn e thedaa e v e
A remote device can be connected to the modem and readout data - here you can select authentication
mode
El client authentication mode - SELECTION El client authentication mode Values:

N-no authentication
E - El authetication - you have to define the username / password

<i_clent port Server port 0 Port number ient port) Define the port number of the server IP address
I case of data push send automatically or not
ei_client deployed Auto register 0 a tothe address* 0is false, Listrue.
* Notused
ei_client.nterval_fast Pollinterval fast (not deployed) 30 seconds Pollinterval fast (not deployed)* YEN“‘f of ”:” intervalfast(not deployed)
ot use
ei_client interval_slow Pollinterval slow (deployed) 30 seconds Pollinterval slow (deployed)* Ve of Palintervalslow deployed)
* Not use
i clenttcp keepaive i client TCP keep alive 10 minutes I cient TCP keep alive (in minutes) Kecos the  cient connection alveforthe defned tme rane
FTP server add - asprotocol, IP add and password.
datapush.host Data push host E tp path/URL with creditentials | Data push address (for SMS/FTP/TCP/UDP)
” i PPt/ 3t push address (for SWIS/FTP/TCP/UDP) FTP server IP address - usage: datapush.host =
<protocol> 5>/<directory>
The Data p youwish to use service for the modem (as D
datapush.jec_address Data push IEC address - 1P address Data push IEC address (source meter address) push IEC address
AMM (EC) as the source meter address and the ftp server ush Hostl),
i
PRE—— [— : - ot s maxreis e e e et o g perton s f e
Interval of data / FTP push connection walt - it walts unti the declared nterval whether ftwas successful
datapush.timeout Data push timeout 15000 illseconds Data push timeout or ot
“Notin use
R [ w6100 weconds [ Intervalof next data/ FTP push connection trying -the data push will be nactive unti the interval spent
and then twill try again (i Data push max retri
Conn.apn_name APN Server name wm2m name (text, APN allowed chars.) | APN Server name APN Server name - sk vou (of the sIM)
conn.apn_pass APN Password password APN Password APN Password - ifvou mobile operator / APN reauires
timplemented in standard FW/
conn.auto_user N Create APN username automaticaly 0 a Create APN notimplemented in standare
- timplemented in standard FW
conn.auto_pass Create APN password automatically 0 Checkbox to enable/disable | Create APN password automatically notimplementedin standars
odlp delay. minl 0 minutes Walttime before PDP activation”
odp0Lapn_user P0P APN Name READ OND 0P APN Name
dp0L.apn_pass P0P APN Password - READ ONL 0P APN Password
astimei STaTUS IME| Address - READ ONL IMEI Address
asticc \CCidentifer - READ OND ICC dentifer
jastmodel Telit module tvoe - READ ONL Telit module tvoe
ast revision Telit module firmware version - READ ONL Telit module firmware version
] N - Checkin the field, f it was empty
smp always_on J— . Checkboxto enable/dsable | COTMECs 10 PDP oy f i push i any ather case the GPRS partsnacte for | (146K el ts mly
FTP push or UDP/TCP push)
Values: 1= on, 0=off value fo
amp.connect_on_timer Comection timer o Checkboto ensble/disable | Connection imer Choose the Connection timer —only if you are not using the GPRS always ON option (when it disabled)
Values: 1= on, 0=off value
- " Schedule of starting the GPRS connection / data push
smp.connect_start Start GPRS connection FFFFFFFFFFO00000 HHMM:SS, Start GPRS connection - If the , GPRS Always ON' parameter wassetto O, then here | oy gpgeprFFF" = the date
can be defined a date/time when it will push the data )
Second part "000000" is format
amp.connect_intervl Addtional delaytime o seconds Additionaldelay interval before alarm push Delay-time interval defiition in case of using "push” to give some delay for build-up the connection.
Willbe valid only if the , GPRS Always ON” parameter was set to 0
‘After alarm push, the PP context wil be deactivated and disconnected after thi
o deo okt of o7 connectin 5 o e i 1 PP ot A5 Goiatod 3 scon 1 |1y bGP Aoy O arametr was e 00
tm_server.port M2m Port or transparent (IEC) meter-readout 000 Port number Port for transparent IEC) meter-readout Define the Port for ransparent (EC) meter-readout. Note that must be different from the Download
config and firmware port number
Define Port ot rer-
fu_server port Port for download config and firmware 9001 Port number Port for download config and firmware: efine Port for dow
conn.max_retries Number of GPRS connection attempts tll module-reset 15 number Number of GPRS connection attempts tll module-reset Number of tempts tillmodul
1fthe PDP context activation was not succesful, then it will wait unti for the defined interval to the re-
activation
conn.retry_delay_rewind Waiting time until next try 1 seconds Waiting time until next network connection attempt® Ifthat reached the end of the Time(s) secs] between ,GPRS connection attempts” parameter value
timeout, it goes back to the st otherwise it s not used
“ not implemented
Encrypt password via MDS algorithm
conn.encrypt_pass Encrypt password via MDS algorithm 0 Checkbox to enable/disable | Encrypt password via MDS algorithm Values: 0= fase, 1
“ not used
conn.etry_delay Time(s)[secs] 15,300,15,15,300,15,15,3600 seconds Timel(s) [secs] between GPRS connection attempts Ifthe PDP context activation was not successfull it will delay the reconnection according to the listing
conn.ping_host Ping IP-address 5858 P address Ping 1P-address 1PVt s6dess o ing o checin e celllar connecion heath)
conn.ping_max_retries Number of pingetries 3 number Number of retres of checking the cellular network avaisbilty Number ofretris of checking the cellular
conn.ping_timeout Ping waittime (for replv) 15000 illseconds Ping wat.time (for reolv) Timeoutof ping nterva (or checking the celluar iabilty)
Interval (waittime) between ping cycle, time interval until the next ping sequence occuring (for checkin
connping_intervl Waittime fo next) 86400 seconds Waittime fo next pine) {erval(wait fme)between pngcyles, e inervaluntl he nest ping sequence occuring (forchecking
the cellular labil
conn.no_network_timeout Timeout at GPRS login ail 30 minutes Timeout at GPRS login fail Timeout when GPRS (PDP) login fail accours - olerance interval of PDP connection establishment error
smp-bos_timeout Watt time til module-reset [hours] % hours Module restart after this interval Module restart after this interval
Dailyrestart on a i, pirimemsed ime, value i RRMM format,
smp.restart_time Dailyrestart on a fix,parametrised time, HHMM - HHEMM Daily restart on a ix, parametrised time, HHMM device -add the of the time of the
device estat Leave tempty the device to restart every day.
Waiting interval between PDP connection establishment, the value i also used for ping.
1fthe ping is configured (Ping wat-time (for reply) parameter), then the defined interval / repeat time will
be used for automatic reconnection after the given delay has elapsed.
Here you can define that after the network drops our the modem, how long does the modem wait
before trying to reconnect to the mobile network again. Ask your mobile provider about the offered
comrecomnect_neal Seconds, o comnectoncosedand estoredater s o —— GRS connecion s and restored e chisime s
Note that f you set ths parameter to a low value that can cause frequent network reconnections.
Therefore under no crcumstances should you set this value lower than what your mobile service
provider . (e there providers that limit the number of times a modem
can log on to the network n a given time).
Default value: 0
Telit module FOTA suppor
conn.dss_apn_name APN server name for device services session - name (text, APN allowed chars) [ APN server name for device services session (FTP OTA) elt module FOTA support
APN Server name - ask you (of the SiM)
Telitmodule FOTA support
conn.dss_apn_user APN user name for device services session - username (text, numbers) | APN user name for device services session (FTP OTA) N oaule FOTR suppor
APN Username - if you mobile operator / APN reauires
. Telit module FOTA support
conn.dss_apn_pass WATCHDOG APN password for device services session - password APN password for device services session (TP OTA) o e PR
APN Password - ifyou mobile operator / APN reauires
Here youca sfct dclcted ntwork or FOTA firmuare updates o n cse of avalablty of allack
that,or th to choose "All technology”
Valves:
126 only” - Value: 12
3G only” - Value: 22
“"Allavailable access technology (Default)" - Value: 25
"LTE only (default on LTE Cat 1. modems)" - Value: 28
360 26 (Fallback)’
+TEt026 (Fallback)
*"LTE to 36 (Fallback
luar h i i itable for . The m: n
I Cellular network access technology selection (LTE, 36, 2G 2 Cellola network a LTE,36, 26 mode) for T Note that the lsted modes are not available for all modem type. The marked modes are only availzble if
mode) for FOTA the cellul  a hrology mode is supported by
We do recommend to use the folowing settings for the Cat.NB / Cat.M modem: "LTE only (defauit on
LTE Cat 1. modems)" option, Value: 28
You can also refine the settings and to use the following values to select IoT technology:
28,0 (use the CAT-M1 network)
28,1 (use the NE-IoT / Narrow Band network)
28,2 (use Cat.M1 and NB-IoT technology)
For LTE 4G modems we offer to chose the ,LTE to 2G (Fallback)” Value 30 i the fallback channelis
supported on the modem or the LTE to 3G falloack (Value: 31) f it s supported
Ifthe "all available network” option i supported by the modem and it was chosen, the modem willtry to
egisterto the last succesful technology.
T module
conn.ds_frpota_retry FIPOTA etry 0 number FTP Firmware refresh (OTA) rtry Telt module FOTA support

conn.dss_ftpota_par

conn.dss_ftpota_status

FTP firmware refresh retry numbers

FTP OTA parameter (Server address, filename, path)

ftp path/URL with creditentials

FTP OTA parameters (FTP host, user/pass, path, filename)
Like: FTP server IP address - usage: datapush.host =

Telit module FOTA support
FTP server add
empty ifitis not used

protocol, IP add: and password. Leave it

FTP OTA status

READ ONLY

FTPOTA status

Telit module FOTA support

the current FTP OTA status




Band frequency configuration according to the selected cellular network access

WMBS tab: 2G, 36, LTE, ... access cellular network technology selection.
Here you can select a dedicated network or i case of availability of fallback channel you can choose that,

orthere PP y to choose "All nology’

Here you can select a dedicated network for FOTA firmware updates or in case of avalability of fallback
that, or there i to choose "All avail technology”

Values:

* "leave the cellular technology on the last used technology without changing” - Value: -1
*"2G only" - Value: 12
*"3G only" - Value: 22
* "All available access technology (Default)" - Value: 25
“LTE only (default on LTE Cat 1. modems)" - Value: 28
*73G to 26 (Fallback)” - Value: 29
* "LTE o 26 (Fallback)” - Value: 30

conn.at_wmbs Band frequency configuration list code * "LTE to 3G (Fallback)" - Value: 31
technology
Note that the listed modes are not available for all modem type. The marked modes are only available if
the cellular network access technology mode is supported by the current module.
CELLULAR NETWORK We do recommend to use the following settings for the Cat.NB / Cat.M modem: "LTE only (default on
LTE Cat 1. modems)" option, Value: 28
You can also refine the settings and to use the following values to select loT technology:
-28,0 use the CAT-M1 network)
- 28,1 (use the NB-loT / Narrow Band network)
- 28,2 (use Cat.M1 and NB-loT technology)
For LTE 4G modems we offer to chose the , LTE to 2G (Fallback)” Value 30 - if the fallback channel is
supported on the modem or the LTE to 3G fallback (Value: 31) if it is supported
If the "all available network" option is supported by the modem and it was chosen, the modem will try to
register to the last succesful technology.
Type of incoming calls when no incoming bearer is s necessary for CBST and CSNS commands
conn.cich P € apeciind € 0 SELECTION Barrier type of incoming calls when no incoming bearer is specified
conn.rings Number of ring before accept call 3 number Number of ring attempts Waits for the defined number of rings before accepting the data call (CSD)
d.p: d Password for CSD call - password Password for CSD call (login pass for call and SMS) Login pass for call and SMS
sim.pin_code PIN number (SIM card) - PIN code PIN number (SIM card) PIN code of the SIM card - ask vour mobile provider
Cellu: twork ider ch: ter.
conn.at_cops Provider selection-mode (roaming) - SELECTION Provider selection-mode (roaming) e oy ol g pavameter
Syntax in file: mode, fc it it
calendar.dst_begin tart FFFFO3FE07020000003C DateTime Start date of format
calendar.dst_end (winter) FFFFOAFE070300000078 DateTime - DST start date/ti End date of
calendar.dst_enabled CALENDAR Switching daylight saving time / normal time 1 o / normal time - DST enablement l:;t‘:n switch on or off the daylight saving time / normal time handle
calendar.dst_deviation Offset. -saving-time in minutes & minutes Offset -saving-time in ites (C d to DST) GMT offset of time handle (in minutes)
Deviation of local time to GMT 6 minutes Deviation of local time to GMT GMT deviation of andle (in utes)
e Meaning of LED 1 SELECTION Meaning of LED 1 LED the . meaning in the LED selection Ist
lex Meaning of LED 2 SELECTION Meaning of LED 2 LED the nr. meaning in the selection list
e Meaning of LED 3 SELECTION WMeaning of LED 3 LED the . meaning n the LED selection list
e Meaning of LED 4 SELECTION Meaning of LED 4 LED the . meaning in the LED selection list
e Meaning of LEDS 3 SELECTION Meaning of LED 5 LED the . meaning in the LED selection list
lex Meaning of LED 6 SELECTION Meaning of LED 6 LED the ni eaning in the selection list
emeter.date_format Date format for read out YYMMDD Date |EC date format for readout (YYMMDD). Date format / syntax for read out (YYMMDD)
ini.version INTERFACE of config file - Text Version number of config file ‘Not used
dmset.am100.typekey Type key of AM100 corresponding to the name plate - Text Type key of AM100 corresponding to the name plate “*Not used
* Not used
smiinit L initvalu - - . .
Meter interface init values WM-E2S meter interface settings + Ol for WNLE2S.
fw_server.baud Configuration port settings - String. Ce i ed rate and operation mode. * Available only or WM-E2SL TNB modem
Values: T1,T2,73, T4
smi.rela - SELECTION -1 S
g Relay control Relay control for e-meter « Only for WAM-ESS C1 R relay version.
Activates the E-meter LED
smp.nta_mode Mult utilty mode (DLMS active) 1 SELECTION Mult utlty mode (DLMS active) - Activates the E-meter LED Values: 1= transparent mode, 2 = mult-utity mode
* Transparent mode
m.tls_enable LS enable Checid Enable
tm.mode8n1 Data 1 for meters. that fix on 8N1 Checkt Data mode for emeter serial port (select 8N1 or 7E1)
m.cert TRANSP./ NTA © Number i Kk select
m.use crl CRLusage Checid RL (Certificate Revoke List) usage
m.ca cert Transparent CA 7 Number Transparent CA certifi
tm.baud Meter port baud rate (for transparent mode and meter 9600 Baudrate (bps) E-meter serial port speed (during readout) Values (in bps) can be:[sﬂﬂ), 600, 1200, 2400, 4800, 9600, 19200, 38400, 56100, 115200
0s)
tm.verify Transparent mode certificate verification 0 SELECTION Transparent mode certificate verification 0=Not, 1=Optional, landantory
tm2.port SECONDARY Secondary 9002 Port number Secondar
tm2.baud 2418 Baudrate (bps) Secondar (speed rate in bos)
ded.mode Rsags DCD mode 3 SELECTION to configure DCD control mode Available DCD modes:
[rs485.mode RS485 mode 0 SELECTION S485 wiring type
im.tls_enable Device Manager TLS enable 0 h evice Manager TLS enable
im.server Device Manager server IP address - P address evice Manager server IP address emote Device Manager server IP
im.port Device Manager server port 0 Port number evice Manager server port port number
im.push_enable Device Manager push enable 0 Checid i evice Manager CRL (Certification Revoke Lst) usage =yes, 0
im.push interval DEVICE MANAGER Device Manager push interval secl 120 number evice Manager push interval
im.cer Device Manager 0 evice Manager
im.use crl Device Manager CRL usage 0 Checkbox to enable/disable__| Device Manager CRL (Certification Revoke List) usage
im.verify Device Manager certification verification 0 SELECTION ffcate verification
im.ca_cert e Manager CA certficate bank 0 Number evice Manager CA certficate bank sel




